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# Svrha, područje primjene i korisnici

Svrha je ovog dokumenta osigurati sigurnost informacija i softvera prilikom njihove razmjene unutar ili izvan tvrtke.

Ovaj se dokument primjenjuje na cijeli opseg Sustava upravljanja informacijskom sigurnošću (engl. *Information Security Management System – ISMS*), tj. na svu informacijsku i komunikacijsku tehnologiju i informacije unutar opsega.

Korisnici su ovog dokumenta zaposlenici [odjeli vezani uz IT]..

# Referentni dokumenti

* Norma ISO/IEC 27001, mjera A.5.14
* Politika informacijske sigurnosti
* Politika klasifikacije informacija
* Politika sigurnosti dobavljača

# Prijenos informacija

## Elektronički komunikacijski kanali

Informacije u vlasništvu tvrtke smiju se razmjenjivati putem sljedećih elektroničkih komunikacijskih kanala: e-pošte, preuzimanje datoteka s Interneta, prijenos podataka putem aplikacijskih programa (API-ja), telefona, faksa, tekstualnih poruka, prijenosnih medija te društvenih mreža.

[naziv radnog mjesta za upravitelja za sigurnost] određuje pravila o tome koja se vrsta podataka može ili ne može prenositi putem pojedinih komunikacijskih kanala.

Osim mjera propisanih Politikom klasifikacije informacija, [naziv radnog mjesta za mjere nadzora nad komunikacijom], na temelju rezultata procjene rizika, propisuje dodatne sigurnosne mjere za svaku vrstu podataka i svaki komunikacijski kanal.

## Odnosi s vanjskim stranama

…

**\* ZAVRŠETAK OGLEDNOG PREDLOŠKA \***

(Kako biste pristupili potpunoj verziji dokumenta molimo Vas da kupite ISO 27001 paket dokumentacije <https://advisera.com/27001academy/hr/iso-27001-paket-dokumentacije/>)